
 

 

About Signature Systems 
 
 

For over 31 years, we have been a marketplace leader with PDQ POS, an innovative,  
award-winning POS system for pizzerias and quick service restaurants. 

 
Touted as “the fastest POS on the planet” and the easiest to learn and use, the feature-rich, 

EMV & PCI compliant PDQ POS system comes with a unified cyber-security platform that  
protects a store’s entire environment from data breaches and cyber-threats. 

What is PCI Compliance? 
 

PCI compliance means merchant adherence to Data Security Standards (DSS), a set of rules and regulations enacted by the 
Payment Card Industry (Visa/MasterCard/Discover/AMEX) in order to help protect your customers from credit card fraud.  
Merchants face extensive fines, penalties and fees for non-compliance.  
 

What is EMV Compliance? 
 

Established by Europay, MasterCard & Visa (EMV), EMV refers to the “chip-enabled” type of credit card. Per the liability 
shift of October, 2015, merchants—rather than the credit card companies—are now liable for costs relating to card fraud 
whenever an chip-enabled card is processed via the traditional “swipe” method. To avoid related chargebacks, merchants 
must have payment processing devices that accept chip cards. 
 

Do I Need to be PCI Compliant or EMV Compliant? 
 

You, the merchant, need to be compliant with BOTH PCI and EMV regulations.  
 

My POS Provider is PCI Compliant...Why Do I Need to Be? 
 

POS providers must be compliant with PA-DSS—security standards that apply to companies that manufacture Payment  
Application (PA) systems. PCI DSS requirements are SEPARATE from PA-DSS and must be adhered to by the merchant. 
 

PCI Compliance Only Protects Card Data.  What About All the Other Data on My Network? 
Merchants are still vulnerable from network breaches and threats.  That’s why we protect your ENTIRE environment! 
 

What Do I Need to Do to Become PCI & EMV Compliant—and Protect My Network? 
 

For PCI compliance & Network Protection: Our PDQ Security package encompasses everything you need to help you 
become PCI compliant—and protect your entire environment. 
 

For EMV compliance: A simple upgrade to our PCI-approved EMV payment processing device is all you need! 
 
 

WHAT YOU GET            

                   
For PCI Compliance and Comprehensive ENTIRE Environment Data Protection: 

 PDQ Security 

 Next-gen Unified Threat Management (UTM) Firewall (hardware)                        

 Next-gen Endpoint (software) 

 Next-gen Unified Security Management with Intelligent Security Monitoring & Event Remediation (software) 
For EMV Compliance: 

 VeriFone  

 EMV payment processing unit(s) w/locking mount (hardware) 

                             The Nuts & Bolts of... PCI Compliance, EMV Compliance & Data Security 


